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Chapter 1. Introduction

1.1 Features

NetAgentA is the SNMP (Simple Network Management Protocol) card for monitoring UPS.
Not only could remote control the UPS and get the current status of it, it is also support to
connect to compatible modem to send SMS notification, or our NetFeeler Il and its
additional sensors for ambient temperature, humidity and water status. The product is for
“Contact Closure” and “RS232” interface UPS and the communication protocol includes
the Contact Closure, RS232[MegaTec], Phoenixtec], SEC 2400, SEC 9600, Megatec
Three Phase, ..etc. NetAgentA provides a simple and easy installation procedure. CD
provides along with NetAgentA offers several software to allow the user to configure IP
address; central monitoring and multi shutdown on different operating systems. Other
advance configurations could be accomplished in the Web browser.

Features:

(1) Provide SNMP MIB to monitor & control UPS

(2) Auto-sense 10M /100M/1000M Fast Ethernet Manage and configure via Telnet,
Web Browser or NMS

(3) Support TCP/IP, UDP, SNMP, Telnet,SNTP, PPP, HTTP, HTTPS, SMTP, FTP,
Modbus, BACnet Protocols

(4) Support SSL/TLS, SSH Encryptions

(5) Providing easy setup and upgrade tools via our Netility software

(6) Send SNMP TRAP ; E-mail and SMS for events notification.

(7) Auto email daily UPS history report

(8) Perform graceful shutdown with our ClientMate software

(9) Add-on optional NetFeeler Il for temperature, humidity, water, smoke and door
sensor

(10) Add-on optional WiFi dongle for wireless network access

(11) Add-on optional GPRS modem for SMS notification



1.2 Applications

B NetAgentA allows UPS to be monitor on network

When the UPS connects with NetAgentA, the system manager could check each and
every UPS condition by a computer with Browser installed. The manager could monitor
and control the UPS by simply input the IP address of the NetAgentA which connects to
the UPS. When there is a power abnormal condition happens, the NetAgentA could also
send the trap information to the system manager to take proper action.

B NetAgentA Provides Shutdown Utilities

When a computer install our shutdown software in the network that connects to the
NetAgentA, when UPS is in AC failure condition or Battery Low condition, the software
would close all the files of the operating system and shutdown gracefully. This could avoid
system corrupt when a power disconnection happened.

B NetAgentA for Surrounding Monitoring

NetAgentA with USB ports could connect to optional sensor- USB NetFeeler to get the
surrounding temperature/humidity/smoke/fire signals. These information could also be
revealed on the NetAgentA Web page. When there is an abnormal condition happened, it
could also be sent as a trap to the system manager.



Chapter 2. NetAgentA Series

2.1 NetAgentA Mini Models

NetAgentA Mini Model

Model Name Package Contents Internal |External| RJ45 | RS232 | ENV | USB

—

NetAgentAA Mini SNMP Card
DA520 |2. NetAgentA Utility CD
3. Quick Installation Guide (Optional)

. NetAgentAA Mini SNMP Card
. NetAgentA Utility CD
. Quick Installation Guide (Optional) \Y v

. M2509 Cable (USB)

DA806

. NetAgentAA Mini SNMP Card
. NetAgentA Utility CD
. Quick Installation Guide (Optional)

DA807

WN =D WON -~

2.2 NetAgentA Mini LED Indication

I ..l‘

Status LED RJ45 Ethernet
Amber
!
el
Communication
Flashing
Transferring data with UPS = 10M
1000M —
Green Yellow
Green Yellow
On Flashing On Flashing
100 Sending/ 10 Sending/
Power Status NetAgentA Mini Status Mb Receiving MbDos Receiving
On Off On Off ps Data P Data
Selirel Lo Folep Sporeling M- s plivelkiig When Green and Yellow LED are both ON,

it runs at 1000M mode

NOTE : When writing firmware, red led alternating flashing, DO NOT remove any power
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On Off
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Power

Normal

NetAgentA Mini 9 Status
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Operating Workipng

': Met AgentP ;
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10M

MAC 00-03-EA-14-82-E0
SN Y-393TI2S05E

Yellow

X

NetAgentA Mini 9
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Chapter 3 Software Installation

3.1

Software Installation

NetAgentA Utility CD offers several management and shutdown software. Insert CD

into CD-ROM and software can be select under

Main Menu

__D Introduction

— [ Operating System Supported

© System Requirem

© Program Installati

© View Manuals

ents

on

© Contact Information

O Exit

SNMPView :
Multi monitoring Software.
Refer to Chapter 7

[ Program Installation]

Netility: Configure and Search
3 NetAgentA. Refer to 4.3

. nWizard ——
.A&\ b —

Program Instaliation

WAAC w1

PieE R ClientMate:
HENTNETERS e Shutdown OS Software .

Linu:

3b Refer to Chapter 6

SMS Server:
SMS notification Softwar.
Refer to Chapter 9

Time Server:
Time server software

iMConfig:
Muti-configuration Software.
Refer to Chapter 8

If the PC does not executes CD program automatically, please select from File

Managment

" W ) S, ED-ROM 2Em (F) Nethgert V5.7 »
o o S - - o ————— _a——

HESEE v

2HHE v

4 | BD-ROM %3 # (F) NetAgent V5.7 -

, Acrobat Reader

.}, ClientMate for FreeBSD v5.3

J. ClientMate for Linuxv5.3

; ClientMate for MAC v5.3b

J ClientMate for ViMWare v3.51
, ClientMate for Windows v5.62
, iMConfigvl.2

. Netility for FreeBSDv1.1

| Netility for Linuxvl.1

J Netility for MAC v11

| Netility for Windows v4.53

y OpenSSL

L. SMS Servervl6

; SNMPViewv5.73



Chapter 4. NetAgentA Setting

4.1 Introduction

NetAgentA can be login via web or HyperTerminal with protocol and encryption of
HTTP/HTTPS/SSH/Telnet. Enter the IP address of NetAgentA to configure and monitor
the UPS status.

HTTP

HTTPS

SSH

TELNET

4.2 NetAgentA Login Procedure

[ 1. Connect NetAgentA to modem/router ]

2. Install Netility under same network

3.NetAgentA searches all available
NetAgentA within same network

4.Configure IP address of NetAgentA
(1)DHCP IP (Default) (2)Static IP

\ J

5. Enter IP address of the 5. Double click NetAgentA 5. Login via HyperTerminal
NetAgentA on browser from Netility

6. Select the compatible protocol under
UPS Configuration webpage of NetAgentA




7.Enter other parameter on NetAgentA
webpage

NOTE 1 : Each NetAgentA has its unique serial number / MAC address and Password.

This is available on the label of each unit. This helps to identify the card information on
Netility

Net ;w_pf_-‘nf.;'i :
MiniGoUSB™

L DABDE
MAC:00-03-EA-18-CH-2E
Password:EA10F26C
[FOLER R D BB

NOTE 2 : NetAgentA with LCD display may obtain the IP info from it.

Example of LCD display format as below

IP address 192.168.0.70

IP Addr IP Addr IP Addr IP Addr

19271687 07 70

Subnet Mask: 255.255.255.0

Mask Mask Mask Mask

255 71255 7255 7 0O

Gateway:192.168.0.1

Gateway Gateway Gateway Gateway

192 71687 07 1




When NetAgentA IP is known, enter such IP address on the browser to login. If non-LCD
NetAgentA model, install Netility software to find and configure its IP address.

i entl ce) x
i@ UPS Ag Ml Office)

& C | ® 192168.0.224

it mEEs Kl vahoo!sE [ PChome Online 85 @ =2xF =

I.=’ hitp://192.168.0.224/ P~-0C i# UPS Agent(My Office)
BEFR mEER BRY) =MHSR) LE ) SHEH
B -0 =~ #5F - 229~ IEO)~ @~ @




4.3 Netility Installation and Setting

B Netility Installation
Netility is tool software that helps the user to search all the available NetAgentA within
network as well as to configure IP address and firmware upgrade. Mount the NetAgentA
Utility CD on CD-ROM and click on Program Installation>Netility>Windows

NetAgent‘ Ut|I|ty

1 staué lion leard el

Fll!ﬂm |I'lSla||BIIIII'I

Main Menu

- © Introduction [
0 Operating System Supported

—0 Sem Reuirements

© Program Installation
— D View Manuals

—— O Contact Information

BIEFEEHMEE
EETRENRTERERESEIENE -

FEEREIR Yorility FHRETHIRMAS -
SUBLEIE - EE—T TT—2,  BRAIMTH BE—T "N
EFNREER B -

7

B it i 2 —
C:A\Program Files (x86)\Wegatec'Wetility BER)...

Netility installation directory

cE—2@® [T-2m>] [

€ Windows Media Center
& Windows Media Player
& Windows Update

& Windows BEARE
-4 XPS HRE

E sE/ | I8E

© EEEx

| 7-Zip

}. Megatec

J. Netility

)  ppme ~—— Netility Software

WlnRAR
XriView

i
]
. HEmEES
|
)

Under All Programs/ Megatec File Directory




B Netility Operation and Setting
Netlity main pages divided into 2 sections:

1. Online NetAgentA List 2. Function Selection

2. Function

E—

Launch
Web User
Interface

Search for device’s LAN IP

’Ser'sat Number MAC Address IP Address

28927000569 00-03%-EA-11-45-F9 102.168.0.29

3027145000 00-03-EA-13-7A-8B 102.168.0.34

3027150530 00-03%-EA-13-8F-C2 192.168.0.167

3027154045 00-03-EA-13-90-7D 192.168.0.35

3027103335 00-03-EA-14-35-89 192.168.0.198

2027106068 00-03%-EA-14-41-A% 192.168.0.132

2027213199 00-03-EA-14-84-8F 192.168.0.32

3027225007 00-03-EA-14-B3-09 192.168.0.224

30927302529 00-03%-EA-15-E1-81 192.168.0.31 e
Hard ware Vemon HDASZOW Select 1 of 24

Firmwate Versio
MAC Lddress: D4 43-16-EB-65-64

1. Online NetAgentA

2.5 Refresh List
2.4 About

2.3 Firmware Upgrade

2.2 Network Settings

2.1 Launch Web User Interface

1.2 Individual NetAgentA Info

1.1 Online NetAgentA List




1.1 Online NetAgentA List

When open up Netility , it automatically searches all the available online NetAegntA
within the network with its serial number, IP address, MAC address. Double click on the
specific NetAgentA with valid IP address, it will direct to the NetAgentA’s webpage. (List
refreshes automatically every 2 minutes)

e |

Launch
Web User
Interface

Search for device’s LAN IP

Serial Number MAC Address IP Address
28927000569 00-03%-EA-11-45-F9 102.168.0.29
ER A 3027145000 00-03-EA-13-7A-8B 197.168.0.24
Upgrade 3027150530 00-03%-EA-13-8F-C2 1021680167
3027154045 00-03-EA-13-90-7D 102168035
3027103335 00-03-EA-14-35-89 102.168.0.198
2027106068 00-03%-EA-14-41-A% 1021680132
2027213199 00-03-EA-14-84-8F 102168032
About 3027225097 00-03-EA-14-B3-0d 1032 1680234
30927302529 00-03%-EA-15-E1-81 102168031

Hardware Version: HDAS20W

eti Ef:

Belect ] of 24

Launch
Web User
Interface

Search ifs) Double click to login to the webpage

N

Refresh
List

Serial Number MAC Address IP Address
28927000569 00-03%-EA-11-45-F9 102.168.0.29
ER A 3027145000 00-03-EA-13-7A-8B 197.168.0.24
Upgrade 3027150530 00-03%-EA-13-8F-C2 1021680167
3027154045 00-03-EA-13-90-7D 102168035
3027103335 00-03-EA-14-35-89 102.168.0.198
2027106068 00-03%-EA-14-41-A% 1021680132 / ‘

3027213199 00-03-EA-14-834-8F 192.168.0.32
3027225097 00-03-EA-14-E3-09 192.168.0.224
3027302529 00-03-EA-15-E1-81 193.168.0.31 I}
Hardware ¥ersion: HEY 506

Firmeware Verson: 3.5 BY 506
MAC Address: 00-03-E&-14-B3-09

Relect1 of 23

Refresh
List




1.2 Individual NetAgentA Info

Click on specific NetAgentA , the bottom column shows its hardware , firmware version
and MAC address. It also shows the total NetAgentA number that found by Netility and

selected

Launch
Web User
Interface

Network Search for device’s LAN IP

Settings

Serial Number MAC Address ipadar| Click on NetAgentA

3037000563  D0-02-EA-11-45-FO 102,168

— 3037145000 O002-EA-137AGE  102.168.0.34

Uparade 3037150530  O00ZEA-128FC2  102.168.0.167

3037154045  O0-02-EA-129D7D 102168035

3037192225  D0-02-EA-14-7580 102.162.0.198

: 07706066 ODOREA-4A1A  1021eaniz A |
3037212100 00-03-EA-14-84-8F 102.168.0.32 =

@ About 3077225007 O0-03EA-14-B300 1921680324 ,

3937302529 00-03-E4-15-E1-81 192.168.0.21 I} %

Hardware Version

. . Handware Yersion: HEWS06 Helect1 0f 23
Firmware Version F Verson: 3.5 BY 506 _—
are ersio ﬁ T r:SIsS:iDn_ TR0 R

Refresh
List

found and selected

Total Number of NetAgentA




2.1 Launch Web User Interface

Select specific NetAgentA from the list and click on Launch Web User Interface to
login to the NetAgentA’s webpage

2. Click on .
Launch Web -
User Interface

Launch
Web User
Interface

Search for device’s LAN IP

Firrron are
Upgrade

About

Seral Number
2027000569
2027145000
2027150530
2027154045
2027103225
2027196068
2027213109
2037325007
2027302529

MAC Address
00-03-EA-11-45-F9
00-03-EA-13-7A-8B
00-03-EA-13-8F-C2
00-03-EA-13-0D-7D
00-03-EA-14-325-89
00-03-EA-14-41-42
00-03-EA-14-84-5F
00-03-EA-14-B3-09
00-03-EA-15-E1-81

IP Address 1.Click on NetAgentA

192,162,029

192.168.0.34
192.162.0.167
192.168.0.35
192.16.0.192
192.168.0.132
192.163.0.32 v
192.168.0:224
12168031 by

Handware YVersion:

HEY5S06

Firmyare Version: 3.5 BYS06
MAC Address: 00-03-EA-14-B3-09

sV

- Information
UPS Status
System|Status
Remote Control
SMS Modem Status
NetFeeler

Log Information

B NetAgentA

System Information
Hardware Version
Firmware Version
Serial Number
System Name
System Contact
Location

System Time

Uptime

System Information JRVZ=RRTGIGETTT

Login to the webpage of such NetAgentA

Network Status

Event

Warning will be Initiated 10

Send Emall for Daily Report (No)

befora

[11:47:39] NetFeeler Communication Lo

UPS Last Self Test
UPS Next Self Test

UPS Critical Load

UPS Critical Temperatura

UPS Critical Capacity




2.2 Network Settings

When connecting the NetAgentA for the first time, ensure IP address and other
network setting are correctly entered in order to login to the NetAgentA’s webpage via
browser or HyperTerminal

When select to obtain IP address by DHCP or BOOTP, IP address and other network
parameter will be assign by the network

NetAgentA offers 4 network protocols - HTTP / HTTPS / TELNET / SSH for
management with security consideration. If any change on port number, the it require
to enter the full IP address with port number in order to login
For example : HTTP port number change to 81
The full address to be enter on browser should be "http://X.X.X.X:81” (X.X.X.X is
the IP address of the NetAgentA)
For Example : Telnet port number change to 24
The full address to be enter on HyperTermnal should be
"hitp://X.X.X.X 24” (X.X.X.X is the IP address of the NetAgentA)

When password of the NetAgentA is enabled, it is necessary to enter the correct
password before making any configuration change and firmware upgrade

] Netility

Launch
E Web User |
Interface
nterface . Click on specific NetAgentA

2. Click on
Network
Settings

Network ~ Search for device’s LAN IP

‘\emna

Columns requires to be entered for
Static IP address

Serial Number MAC Address IP Address

' T— 3026444347  00-03-EA08-CB-2F  192.168.1.107

s

Upgrade 3027177694 00-03-EA-13-F9-DE  192.168.1.105
3027225097 00-03-EA-14-B3-08  169.254.70.73 L\,

@ About > Configure
| IP Addrass |Advanced 1 Password |

Hardwrare Yerston: HEY 50

Select to assign IP by DHCP

Address Confignration
/ " Obtain IP address by DHCP
P : :

® Use following Static [P address
IP Address
IP Address: [ 182 . 168 . 1 . 110

SubnetMask: | 255 .255 . 255 . 0

Gateway: [ 192 .18, 1 . 1|

fiEE




IP Address Advanced lPassword]

Management Protocol

[v Enable HTTP Function
HTTP port number (1-65534):

[ Enable HTTPS Function

HTTFS port number (1-65534):
Default port for each protocol

[v Enable Telnet Function

Telnet port number (1-65534):

[¥ Enable 55H Function

K SSH port number (1-65534):

e | A

'l‘fi"_@i'f“” Once password is enabled and

configured, it is required to enter the
correct password when change any
setting or firmware upgrade

IP Address | Advanced Password | | Entar password

Device Password
[v Enable password setting |

Mew password: HERLRERARE /
Confirm password: TEEEIEE

|
/

Password Input

Netility Password: |

Netility

Launch
Web User
Interface

Search for device’s LAN IP

Serial Number MAC Address IP Address
3026444847 00-03-EA08-CB-2F  192,168.1.107

3027177694 00-03-EA-13-F9-DE  192.168.1.105
3027225097 00-03-EA-14-B3-06  192.168.1.110

Searching device...

Refresh
List




2.3 Firmware Upgrade

B This is to upgrade or re-load the firmware to the NetAgentA unit. Firmware version is
available on the official website. Ensure to check the NetAgentA model, hardware
version for the correct firmware version (.bin)
B Ways to select NetAgentA for firmware upgrading
(1) Click on specific NetAgentA from the Netility list
(2) Press and hold on CTRL key then select multi NetAgentA unit from the list=>This
is to upgrade multi units at once

(3) Click on the first NetAgentA from the list, then press and hold on SHIFT key as
well as click on the last unit of the NetAgentA =>This is if all NetAgentA from the list
are same model

# WARING : Please makes sure the multi NetAgentA selected are same model

B [f any failure during firmware upgrading, please upgrade again until it is successfully
done

B While upgrading, red and yellow LED would alternating flashing, or red led flashing.
DO NOT remove any power or cable to the NetAgentA. Once firmware is successfully
upgraded, NetAgentA would reboot automatically.

= Netlllty Net|||ty

" Search for device's LAN IP

Search for device’s LAN IP

Serial Humber MAC Address P Address
MAC Address P Address

OTIO0NS ODB-EAL4SF 1SRieEnm 4
i A DR ; MAT16EB AR - Serial Number MAC Address 1P Address
ST 003 Eh-| 2AF.C 1o 16610 167 7 00-03-EA-DD084 lSnieEnzsd ;:;z:é:_m %:};E‘;;’g 121:;:;;;:
FITISEMS  O003-EA-LFADID 1SRIEA03S 1 O-O3EADG-00-84 162 168.0.108 . T !
MO O003EA-M3680 1920680108 OGOSEADDOIGE 192 HeB0a0T il foadasmtat bt
soficlent s I COLELMILT ISl : 025668686 OO-OFEA-OC-0HE 1921680107
WITN3199 00-03-EA-14-88-8F 19216032 2 00-03-E4-0L-B5-55 LE21E30.115 b E::::é; ﬁ:;:;’:?ﬁgﬁg ’,g'jg‘;'ffs
X0 GCO3ERGEMN 1921681110 st B s 0003 En{'n: DAt 11680110
s L . ST SEADL-FI-IS 192168031 e il m it i
0I5 EA-DRTRIZ 19216801 - Sl A
Hordwaze Veraoa: Teletl A 28 - 96004354 DO-DI-EA-037211 192.168.0.175

T
M.ACMms 003 Ea- 148200

Upgrade Single

Firmware Download

File name:  DAFIRMWARES 5 BY 50643 5 BY 506.bin t!

| |

Do .
AR ] 1.Select .bin file

JD:\F’IRMWARE\B.S BY506\3.5 BY506 bin

|1 unit success, 0 ymt fail.

Device /| Dovwnload Status |

392?? Diownload Successtully

3. Upgrade message

4. Cancel to exit

| :

2.Click on Download . ‘ L / _-
_%_/ e pea | ey |




2.4 About

Here shows the current Netility verison
go] esss

Copyright (2) 2001 - 2012
Mega Bwstemn Technologies, Inc.

2.5 Refresh List

The list on Netility would refresh every 2 minutes automatically, however, manual
refresh is also possible by clicking Refresh List

N t . I . t
Search for device’s LAN |P Search for device’s LAN IP

IP Address
192.168.0.224

1) netiley )

| @ ®
Launch
Web User
Interface

Search for device’s LAN IP

Netiiity__

I

Serial Number MAC Address
3027225097 00-03-E4-14-E3-09

IP Address
192.168.0.224

Serial Number MAC Address
3027225097 00-03-E4-14-B3-09

Firrmware
Upgrade

Click on Refresh List

BelectOof 1 Searching device...

Refresh
List

Serial Number MAC Address IP Address

3927000098 00-03-EA-11-44-22 192163019
Ehvresine 3927000569 00-03EA-11-45-F3 192168029 n

Upgrade 3927145009 00-03-EA-13-74-8B 192 1652+

3827150530 00-03-EA-13-8F-C2 192.165 LlSt out a" the Onllne NetAgentA

3927154045 00-03-EA-13-9D-7D 192 168

3927193235 00-03-EA-14-36-89 1921051 -
3927196066 00-03-EA-14-41-42 192.168.0.132 | |
About 3937213199 00-03-E4-14-84-8F 192.168.0.32 / |_.
39327235097 00-03-E4-14-B3-09 102.168.0224
) Refresh
List

Hardware Yersion: HEY 506
Firmware Yersion: 3.5 BY 506
MAC Address: 00-03-E4-14-B3-09

Select | of 23




4.4 NetAgentA Web Interface & Setting

= |nformation > UPS Status
e UPS Status

This page is to show the current UPS connection status in graphic mode with Voltage,
Frequency and other information.

., A 17:27:32) UPS Load Normal (50%)
= NetAgentA i

ml s e

UPS Status

System Status
Remote Control Voltage Rating: 150.0 Frequency Rating: 55.¢ Battery Voitage Rating: 1250
5SMS Modem Status

Configuration
D Log Information & UPS Manufacturer: MegaTec
Management ]

UPS Model: M1000K

B Information > System Status
e System Information

Here shows all the basic information of the NetAgentA such as hardware / firmware
version; Serial Number; Uptime...etc.

=1. % N etAg e ntA [17:27:22] _u;’s Load Normal {50%)

EEEWRLIGHGEHGTE UPS Information | Network Status | Wireless Status

System Information
Syst: Stat
Lk = Hardware Version HOASC UPS Last Self Test

Remote Control
| RemotecControl | A 360808 UPS Next Selt Tost
SMS Modem Status i ;
Serial Number 927492900

System Name

Configuration System Contact :
D Log Information Location 9 5
System Time 2010111 17:40:17
= g
Uptime B 0LHR

g will be 1 ) before Scheduled Shutdown Event

UPS Critical Load

UPS Critical Temperature T0.0°C
UPS Critical Capacity 10 %

Send Emall for Daily Report 0:00




B Information > System Status
e UPS Information

This page shows UPS information/Battery Information/Rating Information. The data is
obtained from the reply of UPS or the settings from [UPS Configuration] webpage

. " NetAgentA [1?i.2?i32]UPSLOIdNormoIﬁD‘_!()

System Information REEERERIENEIE Network Status | Wireless Status

UPS Information
System Status

Remote Control .
UPS Firmware Version V001203.12
SMS Modem Status UPS Modal MI00OK

T

Date of last battery replacement 2018/07/04

D Log Information Number of Batteries
CE==—, -

Rating Information

UPS Manufacturer Mega

Voltage Rating
Frequency Rating 55.6 Hz

Battery Voltage Rating

B Information > System Status
e Network Status

This page shows the network information of NetAgentA.

[17:27:32] UPS Load Normal (50%)

UPS Information EUERTIIEIEUTEN Wireless Status |

MAC Address Email Server smip.genad co
Connection Type Time Server ch
PPPOE IP
PPPOE PV

IP Address IP Address

Subnet Mask LinkLocal Address feB0::203:eaff 1o 18:0024/04
Gateway Blod Address

Primary DNS Server Gatewsay

Secondary DNS Server Primary DNS Sarver

Secondary DNS Server




B Information > System Status
e Wirelss Status

This page is to show Wireless connection status and information when NetAgentA
communicates via the compatible WiFi dongle

[17:27:32] UPS Load Normal (50%)

System Status
od MAC Address Primary DNS Server
Remote Control

I Secondary DNS Server
SMS Modem Status

IP Address IP Address

D Log Information Subnet Mask LinkLocal Address
- Gatoway 192.168.66.1 Gateway
:

B Information > Remote Control

User can perform several tests to the UPS remotely. Once the option is selected, please
click on Apply in order to execute it.

.1 ‘1, 17:27:32] UPS Load Normal (50%)
B NetAgentA [

PS Testi
System Status SEa: e

e ® 10-Second Test
Remote Control

-k, Deep Battery Test for 10 minute(s)
SMS Modem Status )

Test until battery capacity below 10

[ Motroslsr | i L
Configuration Cancel Test

- ETTEE
@m ) Turn off UBS when AC power Falls

Put UPS in Sleep mode for (80 minute{s)

Wake up UPS

Reboot UPS

UPS Buzzer On/Off

Appy | Reset |



B Information > SMS Modem Status
This page shows the Modem status when GPRS modem is connecting with NetAgentA

., A [18:00:01] UPS enter Sleep Mode.Power will be cut off
B i N EtAg entA

I

| uessaws [ omation
System Status

Modem Manufacturer

Control
HewicEs Com Modem Model

SMS Modem Status

Configuration

Service Provider
D Log Information Central number of SMS service
CECTT, |

SIM card PIN is correct or not

Modem Firmware Version

GSM Modem Current Status

B Information > NetFeeler
This page shows the environmental status when USB NetFeeler/ NetFeeler Il and its
accessories are connected with NetAentA.

.1 A 16:56:42] UPS Load Overrun (B0%|
B 5 NetAgentA e

UPS Status
System Status
Remote Control
SMS Modem Status
NetFeeler

Configuration
Log Information

Management

B Configuration > UPS Configuration
e UPS Properties (Please refer to your UPS specification)

UPS Communication Type:

In order to establish theconnection between NetAgentA and UPS, select
the compatible protocol which your UPS supported from the list. Wrong
protocol selected would cause no communication at all. (Megatec is
default protocol)

Number of Batteries :

Enter the number of battery that the UPS has.

Battery Full Charge Voltage (V) :

Enter the number of the full charged voltage per battery cell. (2.267 is default, this is
recommended not to be change)

Battery Exhausted Charge Voltage(V) :

Enter the number of exhausted voltage per battery cell. (1.667 is default, this is
recommended not to be change)

Date of Last Battery replacement(mm/dd/yyyy) -

Enter the date of last battery replacement for record




.1 l& TTE:00:01] UPS enter Sieep Mode, Power will be cut off
B 5. NetAgentA

nfiguration o -
[ UPs onon cheauie |1 EVRURPPR,
_ Battery Full Charge Voltage (V)
EXETTEE | | cocery cxmusted charge votage (1)
_ Date of Last Battery Replacement (mm/dd/yyyy)
[ Emat 00 |

[ows
T
_‘l

o

T

e Testlog
Test UPS Every :

Week /2 Weeks/ Month / Quarter UPS can be selected
Start Time of UPS Test (hh:mm) :

To enter the time to begin the test

UPS Test Type :

Test option can be select from the drop down list

UPS Data Log :

To enter the time interval to refreshing data

[18:00:01] UPS enter Sleep Mode.Power will be cut off

O T P

UPS Configuration Test UPS every

UPS On/Off Schedule Start Time of UPS Test (hh:mm)

UPS Test Type 10-Second Test

UPS Recorder

UPS Data Log o Minute{s) (-1 = Stop Recording)

ooy | et

D Log Information




e Warning Threshold Values

Time out after loss of connection :

Send warning alarm when NetAgentA and UPS lost connection at this configured time
Critical Load(%) :

When loading reaches at this % configured, NetAgentA will send warning alarm

UPS Temperature (C) :

When UPS temperature reaches at this degree configured, NetAgentA will send warning
alarm

Critical Capacity (%) :

When UPS battery capacity reaches at this % configured, NetAgentA will send warning
alarm

.‘ l- 18:00:01] UPS enter Sleep Mode.Power will be cut off
Y NetAgentA fr J

m UPS Properties | AR Warning Threshold Value

UPS Configuration Time out after loss of connection
UPS OnlOff Schedule Geltfon Losd (4]

[ Network | R E————
Wireless LAN Critical Capacity (%)

Web/Telnet/FTP

D Log Information
@ |

B Configuration > UPS On/Off Schedule
e UPS Action

When selected event happens at configured time range, UPS will be shut down

[18:28:13] UPS communication has been lost.

UPS Action JGELUIEEA TGN Weekly Schedule | Date Schedule | Wake On Lan

UPS Configuration During [00:00 v after |1

UPS On/Off Schedule m

(| S
Wireless LAN MNo. During Time Interval{HH:MM) Event Device Delay Time

¥ | occur, then | tum off UPS minutes.

_ 1 00:00 - 23:59 UPS Load Overrun UPs 3 [Belete]
% 2 00:00 - 23:59 AC Power Failed ups 3 [Delete]
3 00:00 - 23:59 UPS Battery Low UPs 3 [Belete]
4 00:00 - 23:59 UPS Temperature Overrun uPs 3 [Delets]
M (] 00:00 - 23:59 Environmental Temperature Underrun UPs 3 [Delete]
8 00:00 - 23:59 Environmental Water urs 3 [Delete]
m 10 00:00 - 23:58 Environmental Smoke urs 3 [Delete]
D 12 00:00 - 23:59 Environmental Security 1 UPs 3 [Delete]
@ 13 00:00 - 23:59 Environmental Security 2 UPs 3 [Realate]




¢ Remote Shutdown

This is to shut down the network server when selected event happens without install
shutdown software. Event needs to be adding under UPS Action first and then enter the IP
address of server that wish to be shut down by SSH or Telnet with compatible shutdown
command of the server system. (Telner Server must be enabled on the PC)

For example: To shutdown Host 1 (Windows server) and Host 2 (Linux server) after 1
minute when AC power failed.

First, go to UPS Action tab, select event of “AC Power Failed” then select “shutdown Host
1%, press on Add. The action will be add in the list. Then the same for Host 2, select event
of “AC Power Failed” and select “shutdown Host 2” from the list and press on Add to be in
the list.

=,. A N etAg e n m [17:24:07] UPS enter Sleep Mode.Power will be cut off

D UPS Action EEGIEEAINGRTE] Weekly Schedule | Date Schedule | Wake On Lan
Configuration
UPS Configuration 2388 |, AC Power Failed 5 ccour; e [SFRoRR TR
UPS On/Off Schedule n m
Ne. During Time Interval{HH:MM) Event Device Delay Time
1 00:00 - 23:59 AC Power Failed host1(192.168.66.222) 1 [Delete]
2 00:00 - 23:59 AC Power Falled 1 host2(192.168.66.223) 1 [Delete]
00:00 - 23:58 UPS Load Overrun uPs 3 [Delate]
Chow |

System

D Log Information
O

Once action is added, go to Remote Shutdown tab, enter the domain IP for Host 1 and
Host 2, select Telnet or SSH for access and then enter the user name/password of the
server with its shutdown command of the server. For Windows, “shutdown /s“ is the
shutdown command. For Linux, “halt” is the command to shut down. For MAC, it is “sudo
shutdown” as the command.

Below to check command menu for different system
- Windows : shutdown/?

- Linux : shutdown —help
- MAC : sudo shutdown

=,. S N etAg e ntA [18:13:07] UPS Load Normal (T9%)

L
CiEr—

Weekly Schedule

Date Schedule | Wake On Lan

. Domain Name / IP Login Mode Port User Name Password Shutdown Commands
RCrr— ] ] o
TR | | ... . = — .
E——— . sH v @
| Bacnet LA — =
ET N

[ Netteclr |

[ System |

O




e Weekly Schedule

This section is to set the time to turn on/off the UPS each day in the week.

[18:28:13] UPS communication has been lost.

Weekly Schedule

Date Schedule | Wake On Lan

Configuration
Turn On (hh:mm) Turn Off (hh:mm)
Sunday
Monday
Tuesday
Wednesday
! Thursday
[sws 0 priday
| WebiTelnet/FTP
i Saturday
BACnet
I —
[ Neteolr | Warning wilbe Initisted 1 e+ befors Scheduled Shutdown Event
D Log Information Apply m
I |
[ wanagomen |

e Date Schedule

This section is to set the time to turn on/off the UPS on particular days.
The settings here override the settings in Weekly Schedule.

Warning will be initiated X before Schedule shutdown event

NetAgentA will send a warning message before a scheduled shutdown. This section sets

the delay time period after the message is sent and before the scheduled shutdown is
started.

N emQ e n tA [18:28:13] UPS communication has been lost.

m UPS Action | Remote Shutdown Weekly Schedule

UPS Configuration Date (yyyy/mmidd)

Date Schedule RUETCReRYET]

Turn ©n (hhmm) Turn Off (hh:mm)

UPS OnlOff Schedule

WebiTelnet/FTP

O o
O

Warning will be initiated 1 minute  »  before Scheduled Shutdown Event




e Wake On Lan

This section is to wake the PC within the network when AC recovery, or, when battery
capacity reaches at configured %. (Make sure the PC has such function supported and
configure as “Enabled” under BIOS.) Enter the IP address of that PC and system would
search its IP accordingly.

m VA
A, [18:28:13] UPS communication has been lost.
B 5 NetAgentA

:Em UPS Action | Remote Shutdown Weekly Schedule | Date Schedule RUETHSReTREN]
BTN o
|

| UPS Configuration Host1 1P MAC:
i UPS On/Off Schedule Host2 P: MAC:

HostT P; MAC:

ED——

i Web/Telnet/FTP Hoste IP: MAC:
i BACnet -

T

|

|

ile)elaelle]e

| NetFeeler Wake up remote host after power restore

Wait untll battery capactly reaches to 10

ED Log Information
|
(@ e

B Configuration > Network

This page is to set NetAgentA’s Network settings.
o |IPv4
NetAgentA and DNS IP address can be obtain by drop down list with option of Manually,

Using DHCP, or Bootp. If the IP address and DNS has been configured on Netility, then
info will automatically show here

[18:28:13] UPS communication has been lost.

m IEW IPvé | Ethernet | Dynamic DNS | PPPoE|

UPS Configuration IP Address
UPS Onl/Off Schedule Subnet Mask

Gateway

Wireless LAN Obtain an IP address
[ snwe e erver 1P
L Emat | e— T
D | ... ons sover

D e Obtain DNS Server IP

BACnet

NetFeeler Apply | Reset |
@] oo
(@] wanegement |

|

]
G @ o
=




o |Pv6

All NetAgentA series supports IPv6. IP address can be obtain from the drop down list with
option of ( Automatic ~Stateless DHCPV6,DHCPV6,Manual )

#Once click on Apply, NetAgentA will reboot

[18:28:13] UPS communication has been lost.

IPv4 QIS Ethernet | Dynamic DNS | PPPoE 0

| UPS Configuration IP Address

| UPS On/Off Schedule IPvE Prefix 64

Gateway
Obtain an address *
Router Discovery Autoresend

Maximum Number of IPvE Prefix

! e — DNS Server IP
.

Primary DNS Server

| smsmodem | (N
Mhorooer |
|_ System will rebool when these items have been Appliet

I

:D Log Information

; E3E
@ e |

e Ethernet

Connection Type
This section is to set communication speed between NetAgentA and Network.

#Once click on Apply, NetAgentA will reboot

Stop UPS communication when Ethernet disconnected
This section is to set if to stop UPS communication when NetAgentA disconnects with
Ethernet

Modbus on TCP Device ID

Enter device ID to read/write data when using Modbus on TCP communication with
Megatec protocol and Modbus Register Table

.1 l‘ 18:28:13) UPS communication has been lost.
B 5 NetAgentA o

'u IPv4 | IPvE EISUEIGEE Dynamic DNS | PPPoE 0

5 Configuration
| UPS Configuration Connection Type * Auto Sense
UPS On/Off Schedule Stop UPS communcation when Ethernet disconnected No v

| Network

Wireless LAN

Modbus on TCP Device ID

| WebiTelneuF TP

T

D Log Information




e Dynamic DNS

This is a free service that allows the user to alias a dynamic IP address to a static
hostname. Ensure account/password has been registered from the DNS service provider

Service Provider

Dynamic DNS providers can be select from the list

Domain Name

This is the Domain Name you have created from the above selected DDNS provider

Login Name
This is the Login / Account name that you have created with the selected DDNS provider.

Login Password:
Enter the Password you have assigned to your DDNS Account.

Use external STUN server to get Public IP to register
Choose Yes to ensure that NetAgentA uses the WAN / Public IP to update

the selected DDNS server

36.231.48 6<=>3927225097 .icv99.net
NetAgent .
Your Public IP = 36.231.48.6

STUN SERVER

DDNS SERVER

=DSL MODEM o
Public IP = 36.231.48.6 TV,

Broadband ROUTER

NetAgent ( NetAgent = 192.168.66.101 )
Private IP = 192.168.66.101 —

Co




If to use iICV99.net as Service Provide which host by Megatec, instruction as below:

1. Ensure NetAgentA is able to connect to Internet. Select icv99.net from the drop down
list of the Service Provider. The Domain Name and Login Name will automatically be
fill-in with serial number of the device. Enter the password of the NetAgentA which is
printed on the NetAgentA label, then click Apply.

IPvd | IPv6 | Ethernet ESREMIESUEN PPPoE

(

Service Provider

| wtomaton |
1.Select icv99.net E

et
b

Domain Nama

togin Name

Login Password

2. Enter password

Use external STUN server to get Public IP to register

Primar v STUN Server IP 211216753 3 CI|Ck Apply

Secondary STUN Server IP

Crowy [ e

D Log Information

2. If using router, please login to router and direct IP and port number under virtual
server for port forwarding. Kindly refer to router's manual

Router Configuration

S The Virtual Server option allows you to define a single public port on your router for redirection
APPLICATION RULES to an intermal LAM TP Address and Private LAN port if required. This feature is usseful for hosting
e online services such as FTP or Web Sarvers.

VIRTUAL SERVER

PORT FORWARDIMNG

QO'S ENGINE

NETWORK FILTER | Save Settings | Don't Save Settings |

ACCESS CONTROL

24 — VIRTUAL SERYERS LIST
WEBSITE FILTER
Port Traffic Type

INBOUND FILTER
e Mames i - Public Port Protocol _ Schedule
A e |BYS08 | << Applicationvame ¥ | |so | TP v |  [Alweys ¥
ROUTING IP Address Private Port _ Inbound Filter

ADWVAMNCED WIRELESS 1192.168.66.101 |i{| Computer Name ¥ | |80 | 6 | Allow all ¥ |




3. After 20 minutes, NetAgentA should be login with its DDNS Domain name

< 3927389963.icv39.net,

NetAgentA
ST

System Status

Remote Control
SMS Modem Status

] _cotmion
i Log Information
G

FD:!Q:S‘U Connection with time server failed.

System Information

System Information

HDABDE

Hardware Version UPS Last Self Test

Firmware Version UPS Next Self Test

Sarial Number UPS Critical Load

System Name UPS Critical Temperature 0.0°C

System Contact Administrator UPS Critical Capacity

Location My Office

0116 08:16:14

System Time
Uptime 01:13:48

1 Event

Warning will be initiated 10 {5} before

Send Email for Daily Report (Mo}

(& MegaTec Service

Dynamic Domain Name Server (DDNS)

?.F?. '“.F?.f..'“- s

I — S
| Ch 5] G > T
WAN | LAN 191/59.124,238.70 o hilp://abe.iCV99.net
- i | = ;m @ ____h
I\;;f; _R.T;m;ﬁ L i\ without %/_\ wil
iNiage Server : > DDNS & - DDNs
I

= e

j 1Note : This i= a free sarvice, It allows you to alias 3 Dynamic IP ... (more) :[
-

Note: If you are expenencing problems when using 1E8 on Win7, please make sure to install the latest updates from Microsoft.

SIN:Y-3927225097 M(.
MAC:00-03-EA-14-B2-E0 B

Password:24931D03
0O O .

Domain Name (2927225097

Jeva9.net

Domain Password [sessssss

For: ! WOr

Dynamic Domain Name Server (DDNS)

Logout
Stepl : Registration Step2 : Set Domain Name and Click Done
Product Serial pumber |3927225097
Register IP 127.0.0.1

Default Domain Name |3927225097.1CV99.net
T 1

Set New Domain Name |bty505 |.ICV90.net New Domain name
Must be 4 to 31 letters or digits. l

Domain. Password 5_-_-_3_-_ !

[enne i Enter new password

Re-znter Password

* Blank = Use existing password

Required, if a new domain name is
assigned. Must be 4 to 10 characters
(0-9, a-z, A-Z only).

E-mail address

ttc@gmail.com| x

Required fizld. Used to retrieve

Lost/Forget password.

Enter email

Done

Click on Done




e PPPOE

Use this option to allow NetAgentA to connect to the Internet directly using your xDSL
modem by PPPoOE. Enter the Login name and password to enable the connection. Once
set-up, NetAgentA will connect directly to the Internet , any abnormal connection failure
would also cause to re-dial

4

NTERNET

ups NetAgent DSL MODEM

m ¥

§ s NetAgentA

Q| IPv4 | IPvE | Ethernet | Dynamic DNS gl

oo |
UPS Configuration i When Connection should be made nnect atways ¥ .
UPS On/Off Schedule | | aticge Enter Login Name

Network

Cwreessian |
L
I Lo | e
O Enter Password

e |

.

d
E
v |

Login Password

D Log Information |
O




B Configuration > Wireless LAN

This is to configure NetAgentA Wireless network with compatible USB wireless dongle.
Login to the Wireless Router

(1)SSID : Name it (any)

(2)Authorization : Select WPA2-Personal

(3)WPAEnNcryption : AES

(4)WPA-PSKKey : Enter any password (8~63 digits ASCII code)

= C | @ 7%= | mouterasus.com/index.asp o

/i5SUS RT-AC53 : Evibag

e il ] t3,0,0.4.380_ 10446 SSI0: ASUS RTACSI 2.4G ASUS TED 56
HRSEEE

S EReE IR61.89.210. 1 FREAN (SSID)
etagents.asusce
mm.com

Sn smwm

M maen

FREEEEMES

WPAZ-Personal 8

RSy
SRE®
b EEES(LAN)
B AmmE(WaAN)
+  IPv6

LAN MAC 54

NS RT-ACH3 i Et ] ko3 Libd v
3 FE(EEE: EERRE IR AMEERF ¢ 3.0.0.4.380_10446 ASUS_RTACS53 2.4G ASUS_TED _5G
5| e g
i 3
Ensure Wireless>WPS>Enable WPS is
“ON”

1l

2 EWEE

46312037
WIS RS (LAN)
SHEBEAYE (WAN)
IPV6

= vpN

Bl XS




(1)Connect U1 Tamio dongle to NetAgentA card ( If it is model-DA806, use the M2509
cable to convert),

(2)Press WPS button on Tamio dongle for 2~3 seconds until the yellow LED begins
to flashing.

LAN cable is not
reauired

WPS Button

WPS Setting for the wireless router :

When yellow LED of the NetAgentA is flashing , open up WPS setting page of the
wireless router. With WPS connection mode,

(1)Select "WPS button”

(2)Click on”Start”

/iSUS RT-AC53 - aEFEE TP v

RS

¥ SEIEHT: ERIRME N+ 3.0.0.4.380 10446 S5SID: ASUS_RTACS53 2.4G ASUS_TED_5G
C HESERE

X

—B3E

FRIEHE - WPS
g e

haEHE
N

FEHEEBEMESL

R
Hithe PIN 55

(.} WEEB(LAN)

) SEBEEE(WAN)

IPv6

YeS VPN

FFR PIN S




SUS RT-ACS3 = EHEE

EEES MIQEAHE FREEF : 3.0.0.4.380_10446
Y RRsTEE SSID: ASUS_RTAC53 2.4G ASUS_RTAC53 5G

—iEidE  WPS WDS R MAC HiibRIEER  RADIUS IBE HEEIE

—B35F -
SESERpE - WPS Start WPS Connection
et Process
WS (Wi-Fi Protected Setup) TIREITIEERREr T —EZ S RIS HNE -
ShigHi
B WPS i

=Eol Elss 2.4GHz

FEHEEEMNES SEERARAS StartWPS Process *

BE =
— PSR

& PIN 46312037
smmn s 5

& BLESBLFIE— S AR E—E WPS B -
P WIS LAN]
o AT BERATE R WPS R - (SR TIAHESETEIND WPSIEE) © MR T REIREREN £ L WPS R
SHEBRIR(WAN) Tl
o T2 ¢ BRERRH WPS 12N IFEB R SHPINGS - 7EFREAPINVEM-P S\ FE R PINTEIERAE [FBe ) - EEME
SRFRERERUETE S S EEWP ThiE - ELRMBRRARHTEE WPS IR - OEBETTIR RN
RIS AT (551D) BT -

IPvE

=, VPN

® vpsiasm O RIS PINGS
WS SEERIE ¢
15

i EEEE =8P

SEIEER: R PIMNR+ ¢ 3.0.0.4.380 10446 SSID: ASUS_RTACS3 _2.4G ASUS_TED_5G

J HESEEE
—jEaE | WPS WDS | ES MAC RHIHEIESE  RADIUS B EEm

—ESE

When WPS connection successfully, the yellow
FE LED on NetAgentAA stop flashing

VRS (Wi-Fi Protected Setup) TREMIER IR TE—EZ3 2RI -

MG - WPS

haT
FR WPS ON

BEES BaEs 2.4GHz

FREHEEEMES SEER IR AR Success

BE 2
T— = HESE

e Hiths PINEE 46312037
=i e =

FO SR FE—5E e WhS FEE
P EERE(LAN)
o FoE1 MR LR WPS 139E - (HETRAESEERN WPS IR ¢ AAEIE T RIS LA WPS 35T
SHERERE (WAN) O 3 3
o 2 : BRI S VRS 2 P EE A iR PINGE - YT R NS ) AP NSRS [RRes | - BEETNE
SRERTEA TR IR S HIEWPSTIE - EIMREA SR FIE WPS I + TS T TaR bR ng
HEtERRER R (S5ID) DIBIERE -

IP¥6

Owips st @ RS PINGS
WS JHERAE ¢
Fid o




Open up Netility to login to NetAgentA :

(1)Once NetAgentA is connected with wireless router via WPS, Netility should be
able to find this wireless NetAgentA
(2)Login to NetAgentA’s webpage , under Configuration > Wireless Lan
webpage, it shows
the wireless signal
(With distance of 6-10 meters. Router RT-AC53 still shows with full signal)

= Netility

Launch
Web User
Interface

Search for device’s LAN IP

Serial Humber MAC Address IPv4 Address
3841987380  F0-97-E5-00-13-34 192, 168,50, 109

-

Firmware
Upgrade

Hardware Version: HDASD?Y Select L of 1
Firmware Version: 3.6, DAZ06
MAC Address: FO-97-E5-00-13-34

Refresh

List

! DABDT 8 1(192168661 X

5 C | O 192.16850.109

[09:47:36] NetFs

SSiD MAC Address Network Secrity AuthiEnc)

» ASUS RTACH3 240G @ 2cfdat:ind2:28 Secure Network WPAZ-PSK{AES)

» Mi_Daniel 286c:07:503 263 Secure Network WPA-PSKWWPAZ.PSKIRES)

» CableWiFi2Z4G 08:02:8efedche Secure Network WPAZ-PSK{AES)

» Kiaomi_0679 28:6c:07:64:06:7a Secure Network WPA-PSKWWPAZ.PSKIRES)

» Megatec _Mi T0:b4:20:500:18:12 Secure Network WPA-PSKAWNWPAZ.PSKIRES)

» EclipseTaipei-AP02 10:6f: 3B 36 Secure Network WPA-PSK{AES)

» Megatec_SMC 00:13:07:a8:44:5a Secure Network WPA-PSKANWPAZ.PSKIRES)

» DASAN GONT 00:0:cheef:06:22 Secure Network WPAZ-PSK{AES)
When NetAgentA connects with wireless router, it shows WPA PSK(AES)

this sign to indicate the router that NetAgentA is connecting.




B Configuration > SNMP

This page is to configure NetAgentA SNMP settings to be used by NMS ( Network
Management System). (e.g: SNMPView, it is available on the NetAgentA Utility CD.)

SNMP
Manager

Get the value of a MIB object K—T

' —
Response Lh_

p GetMNext

Response =

Trap ==
NetAgent 001 NetAgent 002 NetAgent 003
MIB MIB

UPS 001 s UPS 003



e General

MIB System
System Name

This section is to give a name to the NetAgentA.

System Contact

This section is to give a name to the administrator.

System Location

This section is to set NetAgentA location.

SNMP UDP Port

NetAgentA SNMP Port :

The port that NetAgnetA receive and send SNMP command. (Default is 161)
Trap Receive Port :

The port to receive trap. (Default is 162)

SNMPv3 Engine ID
SNMPv3 Engine ID Format Type :

When using SNMPv3, NetAgentA requires to have its Engine ID for identification to
generates authentication and encryption key . Format type can be select from the drop
down list with option of MAC Address / IPv4 / IPv6 / Manual

#Once click on Apply, NetAgentA will reboot

SNMPv3 Engine ID Text :

SNMPv3 Engine ID content

ims
L =

B ciomuin |

| UPS Configuration
UPS On/Off Schedule
Wireless LAN

Web/Telnet/FTP

D Log Information

CR—

NetAgentA

[cELEEIl Access Control | Trap Notification | Device Connected

|||

System Name
System Contact

System Location My Office

SNMP UDP Port

NetAgent SNMP Port

Trap Receive Port

SNMPv3 Engine ID
SNMPv3 Engine ID Format Type *

SNMPv3 Engine ID Text

= all =2
r. |

[ Aoy | Remet |




Access Control

Manager IP Address -

This is to set the IP address that the administrator can manage NetAgentA from. It is valid
for up to 8 IP addresses. To manage NetAgentA from any IP address, enter *.*.*.* into
Manager IP address.

Version:

This is to select between SNMPv1& SNMPv2 or When select All and V3, user name,
password, authentication and privacy are required

Community :
This section is to set a Community name for NMS. The community name has to be as the
same as the setting in NMS. (Default is public)

Permission :

This is to set authorities of administrators. Options are Read, Read/Write, and No Access.
Description :

This is to make note for administrator’s reference

mm: General QEESSTRSTTIGIN Trap Motification | Device Connected

T
|

UPS Configuration
UPS On/Off Schedule

Wireless LAN
SNMP

Auth. Protocol  MDS v Privacy Protocol DES »
Auth. Password  -ssseses Privacy Password |-«

Web/Telnet/FTP

» | At least 8 characters | -

|
D Log Information
e Al " »
O

**** means any IP I

Trap Notification

Trap Notification
Destination IP Address :

To set receivers IP address for receiving traps sent by NetAgentA. It is valid for up to 8 IP
Addresses.

Accept :

Select the trap type of its SNMP version or Inform from drop down list. When SNMPv3 trap
or SNMPv3 Inform is selected, username/password and authentication information are
required.

Community :
Trap receiver and NetAgentA must be same community. (Default is public)
Trap T

Select from PPC MIB or RFC1628 MIB (Default is PPC)
#*MIB file is available in the CD provided with NetAgentA

L

L

E



everity :
This section is to set Trap level for each receiver. There are three levels as below
O Information: To receive all traps.
O Warning: To receive only “warning” and “severe” traps.
0O Severe: To receive only “severe” traps.
( Please refer to NMS manual for Trap levels.)
Description
This is to make note for administrator’s reference
Events :

This is to select events for NetAgentA to send traps. Click on Select to show the full Events
List. Click on Test to send test trap to ensure all setting is correct

:

Send Power Restore and Adaptor Restore Traps for X time(s) in X second(s) Interval.
This is to set number of trap to send in preset second when power restore on NetAgentA.
This is to check if the communication between trap receiver and NetAgentA remains well
or not after power recovers

SNMP Inform Request

This is to set the number of times that the NetAgentA can request a response from the
sending Inform host with a preset value. (Default is 3 times and an interval of 5 seconds)

3 a5 NetAgentA

m General | Access Control ERIFREHHEIGEE Device
182.168.2.5 NMPY3 Infarm v

UPS Configuration
| uPs onioff schedule
. EJ
| Wireless LAN
[ sciect | rest |
Web/Telnet/FTP | N ’ ol PPC v rfarmation m
| 162.168.2 43 SMMPYE Inform ¥ |9 | publ PP v nformation Test
o [ soeat | et |
Send Power Restors and Adapter Restore [raps for timae(s) in socond(s) Interval.
D Log Information
O | "
Number of Retries 3
Timeout [sec)

User Name abc
Auth. Protocol | MD5 v Auth, Password  «sessess
Privacy Protocol DES v Privacy Password «sssssss

Manager Engine ID



Device Connected

This section is to set the usage power and connection status of other devices which
connects to the same UPS as NetAgentA uses.

='= -A‘ N etAgentA

C—

UPS Configuration L[ |  Device
UPS On/Off Schedule |

onnecte

SNMP

WebiTelnet/FTP
BACnet

D Log Information |
O

B Configuration > Email

To send email notification when event occurs or data log. Encryption supports are
SSL/TLS/STARTTLS
Email Setting

Email Server:

Enter the address of email server
Email Port:

Email Port that use for sending email
Enable SSL on Email Transmission:
Select SSL type for email transmission

Sender’s Email Address :

To enter the email address that for sending email
Email Server Requires Authentication :

If such email server requires authentication or not
Account name :

If authentication is required, enter its account name
Password :

If authentication is required, enter its password
Sending Test Mail :

Enter email address to check all configuration is correct or not to receiving mail




.1 [08:19:06] Mail has been sent
B 5. NetAgentA

] [SUEHETSNTE  Email for Event Log | Email for Daily Report [

! Configuration
PS Configuration Email Server smip.gmail.com

Email Part

Enable SSL on Emall Transmission SSLTLS v
Sender's Email Address Heg@gmail.com
Email Server Requires Authentication YES v
Account Name

Password

Sending test mail Ne2@gmall.com Test Mail

EE=S

| Test Email Received

a L] ] I % LE &

UPS Agent(192.168.66.106):This is a test email i

= |1

tte@gmail.com <ttc@gmail. com> -

If you received this test mail,it means that your mail settings are correct.

e Email for Event Log (To received email notification

To set email addresses to receive warning email sent by NetAgentA when selected event
occurs. It is valid for up to 8 Email addresses.

m Email Setting ESUEIRETS=NTIRENE Email for Daily Report
Configuration

UPS Configuration Send Email When Event Occurs | YES v

UPS On/Off Schedule Account! tiog@gmail com Select
Account? Select
Accountd m
—
Accounts
Accountt

Web/Telnet/FTP
Acoourt?

BACnet

ETaaaa— | =

"“"" | 2oy | Geeet |

@



e Email for Daily Report (To receive daily report)

This section is to set email addresses to receive NetAgentA’s Daily Report at pre-set time.
It is valid for up to 4 email addresses. Daily report will be the content of event and data log.

3 85 NetAgentA

m Email Setting | Email for Event Log [SRETRETEETE AT

R oo |
UPS Configuration |

UPS On/Off Schedule |

ceountd

[ Newok |
Wireless LAN ! coounbe
I | | <. o for iy Report () NO ¥

~ Email

i
D Log Information |
O

B Configuration > SMS

When UPS events occurs, it allows Short Message Signals (“SMS”) to be sent and
received using a GSM/GPRS/CDMA Modem. Operation information are as below for
single and three ports of NetAgentA.

P
=
@

Vi Local Modem

UuPs NetAgent SM3S MODEM

Remote Service

G|

I [ |
iy —= N

UPS NetAgent HUB SMS SERVER SMS MODEM

e SMS Setting

Send SMS When Event Occurs:

O Disable : No SMS Service

O Use Local Modem : When GSM modem is connected to NetAgentA directly
(Refer to SMS Modem section for its installation)

O Use Remote Service : When GSM modem connects to PC with SMS Server

software installed
(Refer to SMS Server section for SMS Server Software installation)




SMS Server :

If select to use Remote Service to send SMS, then enter the IP address of the SMS
Server.
(The PC that installed SMS Server Software)

SMS Port :

If select to use Remote Service to send SMS, enter the port number that SMS Server uses
for sending SMS. (Port 80 is default)

Account Name :

If select to use Remote Service to send SMS, enter SMS Server’s account name if
required

Password -

If select to use Remote Service to send SMS, enter SMS Server’s password if required
Sending test SMS -

When modem and configuration are ready, enter a mobile number to receive testing SMS

8 o5 NetAgentA

m CUER-TEIINGE Mobile for Event Log

Configuration
UPS Configuration Send SMS When Event Occurs
UPS On/Off Schedule SMS Server

Sending test SMS Test SMS

D Log Information
O




e Mobile for Event Log

To set the recipient’s mobile number for SMS notification when event or NetFeeler event
occurs. A total of 8 mobile numbers can be assign.

8 o5 NetAgentA

O .

Configuration
UPS Configuration Cellular Phone numbert
UPS Onl/Off Schedule Cellular Phone number2
IET | | ..o nombers Seiec
SMS
_————— Cellular Phone number7
Web/Telnet/FTP
Cellular Phone number8 m
BACnet
D Log Information
@ e
Select Event [ ]
YES NO

Schedule Shutdown Event
UPS Failure

UPS antering Test mods
UPS antering Sleaping made

UPS entering Boost mode

UPS Load Ove

UPS Comr

Turn Off UPS
AC Power Failed

UPS Battery Low

UPS Temperature Overrun
UPS Capacity Underrun

UPS entering Bypass mode

B Configuration > Web/Telnet/FTP

To set permission for each user account for Web,Telnet and FTP access with up to
8 users. Also to enable/disable specific port for HTTP/HTTPS, Telnet/ SSH and FTP

e HTTP/HTTPS

Enter specific port number to access or disable for HTTP, HTTP proxy, HTTPS
HTTP/HTTPS Account
User Name :

To set password for NetAgentA Web access.

Password :
To set password for NetAgentA Web access.

Permission :

To set No Access / Read/ Read&Write)
# Permission Rule : At least one user account must be Read/Write
# Permission Rule : User name with Read and Write cannot be blank



IP Filter :

Only specific IP address could login to NetAgentA
#* **** means any IP address
uto Logoff after Idle forl____1 minute (s). ( 0 is disabled
NetAgentA webpage will be logoff automatically if it idles for the preset value.

8 o5 NetAgentA

BARLEAREEN TELNETISSH | FTPFTP-SSL | SSL Information | RADIUS Server Seftings

UPS Configuration
UPS On/Of Schedule

Web/Talnel'F TP User Name Passwors  Parmi 33ion

=) 8]
i

e Telnet/SSH
Enter specific port number to access or disable for Telnet/SSH
Telnet/SSH Account

Same as HTTP account/password settings
This is to duplicate the same settings from HTTP

User Name :
To set password for NetAgentA Telnet access.

Password :
To set password for NetAgentA Telnet access.

Permission :
To set No Access / Read/ Read&Write)
# Permission Rule : At least one user account must be Read/Write
# Permission Rule : User name with Read and Write cannot be blank
IP Filter :
Only specific IP address could login to NetAgentA
#* **** means any IP address



= J' NetAgentA [18:86:43] UP S Load Gwarrun (86%)

HTTPMHTTPS QSRR FTP/FTP-SSL | S50 Information

RADIUS Se

figuratio
UPS Configuration
UPS On/Off Schedule

% M i

# Same as HTTP accountipassward settings
Webi Tainat/F TP User Nama Password  Parmissien 1 Fittar
EMS Modem

—
- I

e FTP/FTP-SSL

To select the access between FTP and FTP-SSL with specific port number or to disabled it

FTP/FTP-SSL Account

Same as HTTP account/password settings
This is to duplicate the same settings from HTTP

User Name :
To set password for NetAgentA FTP access.

Password :
To set password for NetAgentA FTP access.

Permission :
To set No Access / Read/ Read&Write)
# Permission Rule : At least one user account must be Read/Write
# Permission Rule : User name with Read and Write cannot be blank
IP Filter

Only specific IP address could login to NetAgentA
#* **** means any IP address

=,.£ NetAgentA [18:86.43] UPS Load Gvarrian (§8%]

m HTTPHTTPS | TELNET/SSH [SUUSENENN ssi information = RADIUS Server Settings
K| cortowston |

UPS Configuration FTP Server Protocol

Enabie Ananymous Access
implicit FTP-$4L
Server Port

FTP/FTP-55L Account

# Same a1 HTTP accountipass

WebiTeinet/F TP

Log information

- s m




e SSL Information

NetAgentA supports HTTPS protocol and varies SSL encryptions version for network
connection. User may upload its Public Key and Certification for authentication

HTTPS Protocols

Select the encryption version

O SSL v2

O SSL v3

O SSLv1.0

O SSL v1.1

O SSL v1.2

# Once click on Apply, NetAgentA will reboot

SSL Information
This is to upload the SSL certificate. When both public key and certificate are uploaded to
NetAgentA web server, the communication will be encrypted by SSL

(To communicate via Https, make sure to enable Https port 443.)To create its own public
key and certification, please refer to OpenSSL software in the CD

.1 MA [16:56:42] UPS Loag Overrun (80%)
B 5 NetAgentA |

m | HTTPHTTPS | TELNETISSH FTPFTP-SSL EEEIREIEEREIEN] DIUS § 5
oo [—

UPS Configuration SSLvi
UPS OniOff Schedule & 85Lv2
# TLEvia
# TLS VLY

# TLEviD

Webi/TelnetF TP
BACnet

S5L Public Key Choose File | o fiie chase Lo and Seplace
Pusisc Kay Length

55L Certificate Choase File | o fis chase

Log information ssued To

Management S By

valie Frem

Valid Lindil

= =lalx

| https://192.168.66.133 I |

©=] s| 8l P8 Agerfily Offce)

When connect via HTTPS with its own generated
public key and certification, browser may show
error, please ignore and continue.




e RADIUS Server Setting

If RADIUS server authentication is required for the network, NetAgentA could be added by
entering following parameter.

RADIUS SERVER

USER NetAgent
Access Request

=

Access Accept

OR
Access Reject

Access Accept

OR
Access Reject

Enable RADIUS in Web/Telnet Login:

To select if to enable RADIUS

RADIUS Server Address :

To enter the IP address of the RADIUS Server
Authentication Port :

RADIUS port number (Default is 812)

Shared Key :

Enter the Shared Key between RADIUS Server and client
Connection Timeout :

Set the number of seconds to suspend the login time after the RADIUS server is rejected
Connection Retry -

Sets the number of connections to the RADIUS server again

“:g NetAgentA

HTTPHTTPS | TELNETISSH  FTPFTP-SSL | SSL Information EEEIINEREIEEE LTS

UPS OniOf Schedule

L 3
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B Configuration > BACnet
NetAgentA supports BACnet/IP (Building Automation and Control/Internet Protocol)

e BACnhet

BACNet Device

Configure the device ID and access port number for the NetAgentA when using BACnet
for communication

Notification
Enter the IP address of the PC that to be notify by BACnet software when event occurs

UPS On/Off Schedule
Network

Wireless LAN

Email

SMS
Wob/Telnet/F TP
BACnHet
NetFesler
System

(i &




B Configuration > SMS Modem

When compatible GPRS modem connects with NetAgentA , it is able to send SMS
notification when event occurs

0 Modem Setup Procedure

2. Place the SIM card on the holder and
insert into GSM Modem

3. Attach antenna to the modem |

the SIM card holder

1. Press the button to ejectl

Modem Led

Modem Led Status

1. If flash every 0.8 seconds :
EModem initializing, please wait
mIf no respond
(1) Check if PIN is correctly entered, or if PIN is required
(2) Check if SIM card is inserted corrected
(3) Check if no or low signal

2. If flash every 3 seconds :
EModem is ready for operation




SNMS Modem Setting

Modem Communication Port :

Select “ ttyUSBO0” for USB modem connects with NetAgentA directly ;
SMS Communication :

Select between GPRS or CDMA

SIM Card PIN :

If PIN is required for the SIM card, please enter

Confirm SIM PIN :

Retype SIM card PIN

When all done, click on Apply. Modem Information and Status can be check from
Information> SMS Modem Status

# Once click on Apply ,NetAgentA will reboot

8 825 NetAgentA ER———
T e
oo |

UPS Configuration

Web/Telnet/F TP

e Send Message

Cellular Phone number :

Enter mobile number
SMS Content(Max.70 Characters) :

Enter the SMS content text and select coding. Unicode or Character

., A [11:47:29] NetFesler Communication Lost
B 5. NetAgen tA

SECTTTN

SMS Modem Settings JEERGELEEERE]




B Configuration > NetFeeler

NetFeeler is the external optional environmental sensor. It is to detects temperature,
humidity and water. NetFeeler has RF receiver built-in to work with extension sensors
such as smoke, security sensor.

e NetFeeler

NetFeeler
Humidity/Temperature Critical value

To set the lowest and highest critical values for temperature and humidity. NetFeeler will
send a warning message when it detects temperature or humidity values below and above
these settings.

Security Label

NetFeeler may connect up to 7 security sensors that communicate via RF. This section is
to set the location or name of each sensor.

., A [11:47:39] NetFeeler Communication Lost
- NetAgen tA '

O

UPS Configuration Critical UnderRun Critical OverRun
UPS On/Off Schedule Humidity (%)

Temperature [*C}

Label 1
Label 2

Label 3
Web/Telnet/F TP

BACnet

Label 4
Label §

Label 6
NetFeeler

System

| Log Information
Rasal
L

Label 7

B Configuration > System

This page is to set NetAgentA’s system time, language and configuration.

e Date/Time
NetAgentA to synchronize with external or internal Time Server for correct date and time.

System Time
System Time(yyyy/mm/dd hh:mmm:ss) :

To display the current system time/date of NetAgentA. Or click on Adjust Now to adjust to
the correct time/date automatically

Time Between Automatic Updates :

To set an interval for time synchronization.
Time Server :

Time server can be select from the drop down list , or add other time server manually.
Time Zone(Relative to GMT) -

To select its GMT time zone

Using Daylight Saving Time -
Select whether to use the daylight saving time system to adjust the clock for 1 hour in
advanced




Restart

Auto Restart System for Every (0 is disabled):
NetAgentA to restart automatically at preset hour or minute
Manual Restart System After 30 seconds -

Once click on Apply, NetAgentA would restart after 30 seconds

.1 A 11:47:39] NetFeeler Communication Los!
T NetAgentA fia

m Configuration

UPS Configuration System Time {yyyy/mm/dd i mr
UPS OniOff Schedule Time Between Automatic Updates

1 H v
Time Server swisshime othz cf v m
‘Wireless LAN Time Zone (Relative to GMT) IMT+ v
Using Daylight Saving Time
Restart
: Auto Reatart System for Every (0: Disable} N ¥ Aoply
Manual Restart System After 30 Seconds

System

: Log Information
@ e |

e Language

This page is to set the language interface for NetAgentA.

Interface Language

To set the language of NetAgentA web pages. When first start login to the webpage of

NetAgentA, NetAgentA will auto detects the OS language of the PC and shows the same
language on its web pages. Users may choose the language per preference

Note: Users will have to enable cookies before they use this function.
Email Preference

Select language preference when receive emails and SMS.
Languages supported by NetAgentA

® English ® FREhL
® Deutsch o fHREchr
® Portugués o =

® Espaiiol ® AAREE
® Frangais ® Pycckun
® [taliano ® nu

® Tlrkce ® Polska



B NetAgentA
Date/Time Language Save/Restore

Interface Language

* English L L
Deutsch [E 2
Portugués w3
Espafiol Hais
Frangais Pyccrmit
Raliano e
Tiirkge Polska

Web/Teinet/FTP | (Note. Setting proferos will ot work if you have dissbled
BACnet
SMS Modem

Email Preferences

Use below interface language in Email and SMS notification

System

I Log Information =

O

Save/Restore

Save Current Confiquration

Click on Save to save the configuration to your PC. The text file will have a default format
of YYYY_MMDD_####.cfg. Administrator permission required.

Restore previous confiquration

Use this function to restore a *.cfg configuration that has been saved earlier. Click
Browse... to the location of the file and click Restore.

Reset to factory default

This function will reset all settings to its default value.

[11:47:39] NetFeeler Communication Lost J

um Date/Time | Language EEERELEEIEIE] o

Save current configuration

Restore previous configuration Choose Fle  No file choser

Reset to factory default

System

D Log Information
@ |

B Log Information > Event Log

e EventLog
Event List

It shows record of all events, giving the Date/Time of the event with detailed description of
each. Event can be check on specific date from the calendar



[11:47:35] NetFeeler Communication Lost

o veme N gy o
(K] conourston |
W] oo romanon [P TIPSR et | ooy | 20181123 Fii.

Event Log

Sun, Maon. Tue. Wed. Thu. Fri. Sat.
ke 10 20 30

:

Events List

[ 23:12:10]: Server address can not be resolved
[ 20:08:27): Connection with time server falled
4 0 5 0 6 0 ? 0 8 0 9 0 100 [17:11:41}: Connection with time server failed.
[ 11:09:26]: Connection with time server failed.
= [09:31-35] UPS communication has been lost

10 120 130 140 15@ 160 170 tputhom ey

[ 09:08:50): Connection with time server failed
[ 08:08:26): UPS communication has been lost

180 190 200 210 220 230 240

200 o
LD 1
250 260 270 280 200 300
o 0 000 000 00
A ] 0i0 0LO o

Event census
Here is to present the event statistically on the selected date

[11:47:29] NetFeeler Communication Lost
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—

Event Log k
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ternal self-test corr
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can ot e
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°00 o f
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B Log Information > SMS Log
e SMS Log

It shows SMS record of all mobile number, giving the Date/Time of the SMS sent and a
detailed description of each. When reach to the limit, it rewrites on the previous logs.

SMS log can be save as csv file .

NetAg entA [11:47-35] NetF swler Communication Lost J
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B Log Information > Data Log
e Data Chart

It records UPS Input Voltage/Output Voltage/ Frequency/ Loading/Capacity/
Temperature..etc in chart format. Logs can be saved in CSV format by clicking on “Save”.
The bar on top can be adjusted to check the log status at specific time of the day.

[11:47:35] WetFesinr Communication Lost

Information l Data Chart [I.‘na Log -

Configuration Data Chart--2018/11/23

Log Information

12 220 4 36.0 140 o
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Data Log 38 106
Test Log [ 2 | ooz g 212 g 22 g s Jyazz By aes |
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Management Fo-— - - - 'S - . - .
6 588 | 20 5 -+ = - - - - - - - 35.0 3 0
348 98
+4 5.0 | 200 | 200 120
4.6
\ 344 o4
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#— Battery Volt.(v) 129~ Capacity{% 100 —#— Load{%: 10

Date of Datalog: 2018/11/23 m m

e Datalog

It records UPS Input Voltage/Output Voltage/ Frequency/ Loading/Capacity/
Temperature..etc in detailed list. When NetFeeler is connected, status will be available
too.

N etAg e n tA [11:47:39] NetFeeler Communication Lost
] wiomaion i ous cror [N o
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£ 62 2

No. D Freq. (Hz) Load({%) Ci %) Batlery Volt.(V)
1 60.0 1 1 410
O | e —,
3 60.0 1 100 410
: 530 -. % K
Data Log L il
= 410
] 410
ORC | B
1 40.8
12 41.0
13 1.0
o 0
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16 10
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18 $1.0
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21 20181126 11:06:16 q 470 T <
Date of Datalog: 2018/11/28 O o |




B Log Information > Battery Test Log

e Battery Test Log

To record the UPS Self-Test and it shows in graphic. UPS Self-Test option is available
under System Information > Remote Control.

=‘. ’li'-l'nl N etA e n tA [11:47:39] NetFeeler Communication Lost

M| oomecn | [EESSEes
Batiery estng

D Log Information Log 1D Start Time End Time Duration The number of logs
EZr * 1543383800 2018/11/28 05:43:20 2018/11/28 05:53:07 00:08:47 123
SMS Log g
Testing start:2018/11/28 05:43:20 (@ Estimate #, Save
Data Log Testing end:201811/28 05:53:07
Battery Test Log Testing duration:00:09:47 3 80 23
Number of log:123 i Q) an According to these battery
O o | S e .
- - - > > - following estimation, Iif the
1 70 - .- 21 Ioading stays on the current
level{B0%), when battery is fully
harged, the UPS could suppl
o &5 - 20 charge: pply
05:44:30 power about 00:00:05. If the
battery is in current condition,
- 73% charged, the UPS could
& Battery capacity(%o) supply about 00:00:03
Load{%)
Temperature(“C)

B Management > Netility Web

This to display all the NetAgentA within network with its serial number; Mac Address;
Hardware/Firmware version and its IP address. Double click on the highlighted unit to
open the webpage of such device.

If the NetAgentA is access by WAN IP , Netility Web would also be able to list out all the
other available NetAgentA under same LAN as the NetAgentA that has WAN IP. (HTTP
port 81 must be enabled on the NetAgentA with WAN IP and domain to be as
http://xxx.xxx.xx:81 ( xxx.xx is the WAN IP or domain name)

[00:00:50] UPS communication has been lost.

Q
E Device MAC Address Hardware Firmware IP Address ii

I Log Information » 2432786082 D4:6A:91:01:5E:A2 WE-700-PV-12 WB10.6c14 192.168.0.187
EOJ » 3925868545 00:03:EA:00:00:01 EZOL EZS.8410 192.168.0.244

Netility Web

File Manager
Serial Port Debug » 3925868547 00:03:EA:00:00:03 EZOL EZS5.8410 192.168.0.121

» 3025868546 00:03:EA:00:00:02 EZOL EZS.Bc20 192,168.0.237

» 3925868675 00:03:EA:00:00:83 EZOM EZT.8824 192.168.0.212
» 3025868676 00:03:EA:00:00:84 EZOM EZT.BbDG 192.168.0.220
» 3925868682 00:03:EA:00:00:84 EZFW EPS.7Tb17 192.168.0.106
» 3025868716 00:03:EA:00:00:AC EZPW EFS.8b06 192.168.0.253
» 3025080505 00:03:EA:01:B5:59 HDT520 2,48.DT520.EAST 192,168.0.132
» 3925098885 00:03:EA:01:FD:25 HDP520 2.48.DP520.EAST 192.168.0.199

» 3926094354 00:03:EA:03:72:12 HBTS06 2.48.BTS506.EAST 192.168.0.117




B Management > File Manager

This is manage log file generates by NetAgentA. Specific log.dat can be download, delete.
Once dat. file is deleted, the log record will also be erased on the Log display under Log
Information

=1. Ag\ N etAg e ntA [09:03:51] Connection with time server failed.

& oot

x Configuration 00 . =
. 2L log S & 2 Q
g J S
D Log Information I . batterylog
k= datalog current Location: /mnt/log/datalog/datalog_20190111.dat &
5 )
P * eventiog
Netility Web 3
eventlog 200001 dat Rccess Tine
File Manager eventlog_201901.dat 5 datalog 20100111, dat 6220808 2019/01/11 02:01:16
i smslog
Serial Port Debug ™ 2019/01/11 01:36:21
[ Hep total 1 Files,p directories,

B Management > Serial Port Debug

It shows the communication status between NetAgentA and UPS by Sent and Received
columns.

e Debug Information

Command can send automatically by NetAgentA, or manually enter the command to UPS.
Sent Information

This column shows the real time sent command

Received Information

This display the response that NetAgentA receives from UPS

.1 l—" [11:47:39] NetFeeler Communication Lost
B 8 NetAgentA

Q Information Debug Information RIS ETL] a
m Configuration
N ® ASCH

Hexadecimal
Log Information
(D meocemer A [ e

Serial Port Debug




e Port Information

This is to configure the communication parameter between NetAgentA and UPS.
Parameters are Debug Mode; Port; Speed (Baud), Data Bits;Parity and Stop Bits.
Two encoding formats: ASCII or Hexadecimal.

=,. ' . N etAg e n tA [11:47:38] NetFeeler Communication Lost

gm GGG EGL I Port Information 0
Configuration

D Log Information Debug Mode Auto
Port UPS

(@ weneoemer 4N =
2400

Speed|baud)
Netility Web
" Data Bits Bv
File Manager
Serial Port Debug

Parity None ¥

B Management > Help
This is to help to illustrate each feature/option that NetAgentA offers

|
-

System Status =7 =
his section is to show NetAgent system infe
NetAgent itself. Other values are user setfing

ation, Values in Hardware Version/Firmware VersionfSerial Number/System Time, are provided by
rom the Configuration pages

Network Status

This section is to show NetAgent Network settings. The MAC address is provided by NetAgent All other values in this section are user settings from the ‘
Configuration pages

VGRS RS LTEN (Onfy with BX Modets)

This section is to show the information that wireless network obtained ‘

This page is to show NetAgent system information and Network seftings. Values shown here are elther provided by NetAgent ftself or

they are user settings from the Configuration pages.

B Management > About
e About
It shows NetAgentA’s hardware/firmware and serial number.

[11:47:39] NetFeeler Communication Lost

Configuration
D Log Information Firmware Version

Hardware Version
Serial Number
Netility Web
File Manager
Serial Port Debu N
Mega System Technologies, Inc. 6

_ Tel: +886-2-87922060 Fax-+886-2-87922066

E-mail;netagent@megatec.com.tw

httpa o, megatec. com.tw f




e Firmware Update Settings

Default FTP server is set as ftp.icv99.com with its username/password. Click on Update
Now, NetAgentA will connects to the FTP server and upgrade to the latest firmware
version accordingly. Or, it could upgrade per preset time.

., ' [11:47:38] NetFeeler Communication Lost
B 5 NetAgentA :

B o | ... prm——

D Log Information FTP Sarver

User netagentd

Password 0 eemeeese

Serial Port Debug

Firmware Update

E-mail netagentfmenatec. com tw

download the appropriate firmware version from the e it
website and upgrade through FTP Client Software.

To enable NetAgentA’s FTP firmware upgrade, please r:r‘f,,g;_;%;;f;:;;:;tg:*r;z:sz;:;:;;3?‘
I

Update Firmware from FTP Client
-Select on Enable

-Download the appropriate firmware version from website (http://www.megatec.com.tw)

-Unzip the file and known the directory path

Tochnical Support & FAQ Pleasa contact the WabMaster lfj_rou find any problems with the downioad page. This page 15 best viewed on 1024x788.

Online Crdaring

Shipment Tracking Netagent 9

1 Ch;:k your CURRENT FIRW?ARE Wersion,
2. Locate your MODEL NUMBER shown at the bottorn of your NetAgent device.
3, Chaose the correct firrmware version corresponding to yvour Model Number,

. Please download the Firmware coresponding fo your Mods! Type from fhe fable below:

Execute ftp + NetAgentA's IP address

m Netility

E MWSnap - Shortcut t

g UPS Simulator - Shortcut Documents
Pictures

. UPSilon for Windows R

§ Music

[:2 SNMPView for Windows
Computer

- ClientMate For Windows i

‘” MIB Browser

=, | Configure Java

Default Programs
‘- iMConfig

Control Panel

Devices and Printers

= Type the name of a program, folder, document, or
== Internet resource, and Windows will open it for you.

ft

Help and Support Open: fip 192.163.66.1331 w

Getting Started

| | Programs

|]§-L-.‘=.-._"' programs and files

l OK l | Cancel Browse...




-FTP login

Connected to 192.168.66.133.

220 Service ready for new user
oSSR AL R RS G CLE DRIk | Enter username/password that configured on Netility

2. Enter command Is to show available firmware

200 PaFt command successful. -
£ bin file

150 Opening ASCII mode data connection for file lis

3.4.BY506.bin
226 Transfer complete.

ftp: 15 bytes received in 0.00Seconds 15000.00Kbytes/sec. - -
T A PR E P L L1 TR T ————— . | ter put command with bin file directory

200 Port command successful.

150 Opening data connection for 3.5.BY5086.bin

226 file received ok.

ftp: 7733248 bytes sent in 8.52Seconds 907.87Kbytes/sec.

L 4D [T} | P EE— 4. Once complete, enter command quit




